
You’re an important part of our future. Hopefully, we're also a part of yours! At B. Braun, we 

protect and improve the health of people worldwide. This is also our vision for research and 

development. You see complexity as an opportunity – and quality and sustainability are important 

criteria for your work. We would like to work with you on tomorrow’s solutions. That’s how we 

work to create sustainable healthcare – locally, in regions, countries and worldwide. Together. 

That's Sharing Expertise.

Head of Cyber Defense Center

Reference Code PL-KW 0099-86491

As the Head of Cyber Defense Center, you will play a critical role in safeguarding our organization’s technology 
infrastructure, data, and systems. You’ll lead a team of skilled cybersecurity professionals, ensuring proactive threat 
detection, incident response, and continuous improvement of our security posture. Your strategic vision and operational 
expertise will be instrumental in maintaining a robust cyber defense capability.

Duties and responsibilities

Leadership and Strategy (developing and executing a comprehensive cybersecurity strategy aligned with business 
objectives, collaborating with the Global CISO and other senior leaders to define the vision for the Cyber Defense 
Center, establishing and communicate clear goals, performance metrics, and KPIs for the team)
Security Operations (overseeing 24/7 security monitoring, incident response, and threat intelligence activities, 
managing security incidents, ensuring timely resolution and minimizing impact, coordinating with internal teams and 
external partners to enhance incident response capabilities)
Threat Intelligence and Vulnerability Management (staying abreast of emerging threats, vulnerabilities, and attack 
techniques, implementing threat intelligence feeds and collaborate with threat hunters, driving vulnerability 
assessments and remediation efforts across the organization)
Incident Response Coordination (preparing and executing incident response plans, including communication 
strategies, coordinating with the Crisis lead and IT teams during security incidents, conducting post-incident reviews to 
identify areas for improvement)
Team Management (leading and mentoring an international diverse team of cybersecurity professionals, fostering a 
culture of continuous learning, innovation, and collaboration, conducting regular performance evaluations and providing 
career development opportunities)
Budget and Resource Management (developing and managing the Cyber Defense Center budget, optimizing resource 
allocation to achieve maximum effectiveness, collaborating with procurement for vendor selection and contract 
negotiations)

Professional competencies

Bachelor’s degree in Computer Science, Information Security, or related field (Master’s preferred)
Minimum of 10 years in cybersecurity, including leadership roles.
Proven track record in managing security operations, incident response, and threat intelligence.
Experience in the healthcare or medical technology industry is advantageous.
CISSP, CISM, or other relevant certifications
Strong understanding of network security, cloud security, and emerging threats.

Personal competencies

Excellent communication, negotiation, and stakeholder management skills.
Ability to balance strategic thinking with hands-on execution.

What we offer
Become part of a corporate culture that actively promotes constructive exchanges between colleagues, customers and 
partners. Work with us to improve people's lives in the long term. We can offer you interesting, varied tasks and excellent 
opportunities for advancement, as well as an attractive salary with extensive benefits, all within a dynamic family-owned 
company.

Benefits

Active participation in challenging developmental projects



Open communication at all levels of the hierarchy
Personal and professional development
Stable work in a friendly team
Flexible working hours
Free foreign language courses
Training and integration events
Private medical care
Group Insurance 
Multisport card

Closing date
31.05.2024

Your next step

Contact us! 

Contact: B. BRAUN BUSINESS SERVICES POLAND SP. Z | Katarzyna Wiercińska | +48 728-965-202

https://www.bbraunhtml.com/en/career/your-opportunities/work-and-career/digital-jobs.%20#contact



